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ONE ® ID Local Registration Authority Training 

How to support ONE ® ID  
   within your organization 
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Agenda 

1. ONE ® ID Overview 

2. LRA Role 

3. Privacy and Security 

4. LRA Online  
Registration System 

5. Register New Individuals 

6. Registrant Modification 

7. Self-Management 

8. ONE ® ID Support 
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ONE ® ID Overview 
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What is ONE ® ID? 

• ONE ® ID is eHealth Ontario’s identity and access management 
service 

• A set of systems and processes that enables trusted and secure 
access to eHealth applications for healthcare providers 
throughout the province 

Why is ONE ® ID important? 

• Establishing identity assurance increases trust and security during 
the transmission of sensitive and Personal Health Information (PHI) 

• Implementing access management controls means that only 
authorized users can access and use eHealth services 
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ONE ® ID Overview 

How ONE ® ID Works:  

• Identity information of prospective users is verified through a 
managed registration process 

• Identity information is then entered into the ONE ® ID system and  
used to create an electronic credential (i.e. user account) which is 
tied to the registrant’s “real world” identity 

• This credential, in turn, is enrolled for access to the appropriate 
services 
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Enrolment 

Registration 

Enrolment Enrolment 

Register once… 
Enroll many times 



5 

ONE ® ID Overview – Key Concepts 
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There are 3 key concepts in ONE ® ID: 

• Entitlement of individuals to access information 

1. Sponsorship 

• Verification of the real-world identity of users with 
an appropriate assurance level 

2. Registration 

• Specific access to a service granted to a registrant 

3. Enrolment 
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Sponsorship 

ONE ® ID operates under an authorization framework established by 
trust titled Sponsorship: 

• Sponsorship creates a chain of accountability: 

 Beginning from the Service Owner  

 to the Sponsoring Organization  
 to the Individual Sponsor  
 to the End User 
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Sponsorship 

Service 
Owner 

Sponsoring 
Organization 

Individual 
Sponsor 

End  
User 
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Sponsorship 

Service Owner:  

• The ultimate sponsor and owner of a service 

• Sets the eligibility criteria for access and may authorize  
other organizations to sponsor end users 
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Sponsorship 

Service 
Owner 

Sponsoring 
Organization 

Individual 
Sponsor 

End  
User 



8 

Sponsorship 

Sponsoring Organization:  

• Authorized by the service owner as the sponsor of a service 

• Represented by a Legally Responsible Person (LRP) 

• An LRP is an individual with authority to sign a Legal Agreement on 
behalf of their organization. An LRP’s responsibilities include: 
 Nominating Local Registration  

Authorities (LRAs) 

 Identifying Individual Sponsors 

 Overseeing ONE ® ID processes in 
their organization 
Note: If the LRP does not have visibility 
into the ONE ® ID operations of their  
organization, we recommend that they  
identify a Delegate who does. 
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Sponsorship 

Service 
Owner 

Sponsoring 
Organization 

Individual 
Sponsor 

End  
User 
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Sponsorship 

Individual Sponsor (“Sponsor”):  

• An individual who acts on behalf of their organization to identify 
end users of a service 
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Sponsorship 

Service 
Owner 

Sponsoring 
Organization 

Individual 
Sponsor 

End  
User 

Note: An individual may be both the Sponsor and the LRP in their organization 
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Sponsorship 

End User:  

• An individual with authorized access to eHealth service(s)  
granted by the Sponsor 
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Sponsorship 

Service 
Owner 

Sponsoring 
Organization 

Individual 
Sponsor 

End  
User 
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Registration 

The process of validating an individual’s identity and creating their 
ONE ® ID account is known as Registration. 

• Identity Validation: Identity must be validated to a requisite 
Assurance Level corresponding to the rigour of proof used. 
Assurance Level Two (AL2) is the minimum assurance level 
necessary for access to personal health information. 

• Data Collection: Each ONE ® ID account is tied to an individual’s 
“real world” identity. During registration, an individual’s identity 
information is captured in the system including their Legal Name, 
Gender, and Date of Birth. 
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Registration – Identity Validation 

12 

 

Assurance Level Two Registration requires: 
 

1. The in-person review of at least one (1) eHealth Ontario  
approved Primary Identity Document 

  AND 

2. Any one (1) of the following Secondary Verification options: 
 A) Supplemental Validation 
 B) Professional License Number 
 C) Identity Document Validation (Primary or Secondary) 

All forms of identifying documents must indicate the applicant’s 
name and be current. Combined, they must contain a photo, confirm 
the applicant’s Legal Name, Gender, and Date of Birth. 
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Registration – Identity Validation 
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Secondary Verification Options: 

A) Supplemental 
Validation 
• Registrant has a 

prior professional 
relationship with 
the LRA of  
≥12 months  
OR 

• Met at registrant’s 
practice location 

 

B) Professional 
License Number 
• LRA validates 

license number via 
applicable 
professional 
college website 

C) Identity Document 
Validation 
• LRA validates an 

eHealth Ontario 
approved Primary 
Identity Document  
OR 
Secondary Identity 
Document 
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Registration – Data Collection 

All data collected during the registration process must be recorded 
as part of the registrant record, including:  

• The registrant’s First and Last Names (both preferred and legal), 
Gender, and Date of Birth 

• The type, number and expiry date (if applicable) of the Primary 
Identity Document 

• The type of the Secondary Identity Document or the context used for 
Supplemental Validation 

• The registrant’s professional license information (if applicable) 
 

Additionally, you are also required to enter the registrant’s contact 
email address and phone number for security and service support 
purposes. 
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Registering Organization Model 
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What is the Registering Organization Model? 

• Leverages an organization’s existing internal identity validation 
process for registration into ONE ® ID 

o Registrants need not present identity documents face-to-face 
to the LRA. The LRA enters the registrant’s core identity 
information in the system.  

How does an organization implement this model? 

• The LRP or their delegate must provide approval for its use and 
complete a questionnaire for assessment confirming that the 
organization’s internal process meets AL2 requirements 
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Enrolment 
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Enrolment establishes an individual’s entitlement to use a service by 
authorizing their account for access. Before being enrolled: 

• Sponsorship for the service must be established 

• The account must have the requisite assurance level 

Depending on the service, you may need to capture information 
beyond the user’s authorization for access. Different services have 
various roles and/or attributes depending on the type of user or 
access required. 

All roles and attributes should be validated by the sponsor prior to 
enrolment being completed. 
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The Registration and Enrolment Process 
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 

 

Provides authorization for access to the service 

 Validates Identity to AL2 

Evidence Validating: 
•  Legal Name 
•  Gender 
•  Date of Birth 

 Ensures that the correct Sponsor 
has clearly identified both the user 
and the service being authorized 

Enters Sponsorship, Identity, and 
Enrolment information into ONE ® 
ID system, and the system displays 
the credentials to the LRA 

Sponsor 
LRA 

Registrant  
Logs into website, performs 
self-complete, and can access 
the service 

LRA gives credentials to the registrant  

 
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The LRA Role 
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As an LRA, your responsibilities extend beyond the registration and 
enrolment of end users. You are the first point of contact for ONE ® ID 
related matters within your organization. 

 Specific responsibilities include: 

• Manage ONE ® ID processes and ensure policy compliance 

• Process adds, changes, deletions of end users on an ongoing basis 

• Answer registration and enrolment questions from end users  

• Help activate user accounts 

• Liaise between eHealth Ontario and your organization 
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Privacy and Security 
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The ONE ® ID Registration process requires LRAs to deal with 
sensitive information regarding their users. Hence, it is important to 
understand the privacy and security principles.  

What is privacy? 

• Privacy is an individual’s right to control the collection, use, or 
disclosure of his/her personal information 

What is information security? 

• Information security means protecting information and 
information systems from unauthorized access, use, disclosure, 
disruption, modification, perusal, inspection, recording, or 
destruction 
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Personal Information 
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Personal information means recorded information about you: 

• Name   •   Age 
• Address   •   Education 
• Gender    •   Medical or Employment history 

 
Personal information recorded as part of the registration process: 

1. Name  
2. Gender 
3. Date of birth 
4. Primary identity document number 
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Guidelines for Protecting Personal Information 
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As an LRA, you are responsible for protecting the privacy and security 
of the personal information collected during the registration process. 
 

• Do not retain any of the identity documents – originals or photocopies 
• Do not record any information about an individual other than the 

information required in the ONE ® ID system 
• Do not disclose any personal information collected 
• Store any temporarily retained registration paperwork in a locked 

cabinet 
• Follow your organization’s document retention policies  

o If your organization requires disposal of paperwork, ensure it is done 
securely 

• Do not email personal information (e.g. identity information, user 
passwords, etc.) 
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What is a Privacy Incident? 
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A privacy incident is the suspected unauthorized collection, use, 
disclosure, retention, or destruction of personal information that is not in 
accordance with applicable legislation or other privacy standards.  

An incident may be real or perceived, intentional or inadvertent. 

Contact eHealth Ontario immediately if you suspect a breach of 
privacy or security, such as: 

• Personal information is stolen and used to perpetrate  
identity theft 

• Documentation for destruction is disposed of in a manner other 
than secure shredding (cross-cut shredding is acceptable) 
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The ONE ® ID System 
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The ONE ® ID system is a web interface that allows an LRA to 
perform the following activities: 

• Register new individuals to create their ONE ® ID accounts 

• Record identity document information to bring users up to AL2 

• Maintain users’ preferences to keep them current 

• Enroll users into new services 

• Update identity information for users 
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Log in to ONE ® ID 
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2. Click Access the  
ONE ® ID Application 

 

1. Go to: 
https://www.ehealthontario.on.ca/
one-id-lra  

Log in to ONE ® ID 

Click here to 
access the 
ONE® ID 
Application 

https://www.ehealthontario.on.ca/one-id-lra
https://www.ehealthontario.on.ca/one-id-lra
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3. Enter your ONE ® ID 
Login ID & Password 

4. Click Login 

Log in to ONE ® ID 

Log in to ONE ® ID 
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PEARL.SHAW@ONEID.ON.CA 
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5. Enter your RSA PIN and 
Tokencode 

6. Click Confirm 

Log in to ONE ® ID 

Log in to ONE ® ID 
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ONE ® ID Home Page 
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1. System notices 

2. Summary of pending & 
successful registrations 
and modifications 

    

 

ONE ® ID Home Page 
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Register and Enroll New Individuals 
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To begin: 

1. On the Home screen, 
click New Request and 
Individual 
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1 2 3 

Overview: Registration and Enrolment Steps 

1. 
Verification & 
Sponsorship 

 
Select the date 
verification was 

performed and the  
sponsoring 

organization;  
confirm that 

authorization for the 
request was 
received. 

 

2. 
Identify Individual 

 
 
Prevent duplicates by 
determining whether a 

registrant already 
exists before creating 

the record. 
 

3. 
Registrant Profile 

 
 
Enter: 
 Preferences 
 Service Desk 

Challenge Questions 
 Identity 

Document(s) 
 Professional 

Designation(s) 
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Step 1: Verification & Sponsorship 

Asterisk (*) denotes required field. 

2. If authorization was 
received, place a 
checkmark in the 
Authorization box 

 3. Select the organization 
sponsoring the 
individual’s enrolment 

4. Ensure the requested 
service is available 

5. Click Next 

Verification/Sponsorship 
1. Capture date verified 

30 

Presenter
Presentation Notes
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Step 2: Identify Individual 
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1. Enter the individual’s: 
 First & Last Name 

Note: Legal First and Last 
Name will self-populate 

 Gender 
 Date of Birth 

2. Click Search 

Asterisk (*) denotes required field. 

Identify the Individual 
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Step 2: Identify Individual 
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3. Click New Registration 

Identify the Individual 

Asterisk (*) denotes required field. 
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Step 3: Registrant Profile 
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Before proceeding, verify 
that the information entered 
so far is correct. 

If there are errors: 

1. Click Cancel 

2. Re-enter the 
information 

3. Search again on the 
corrected information 
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Step 3: Registrant Profile 

34 

This panel keeps you 
informed of the 

remaining details to be 
entered before the 

record can be saved. 
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Step 3: Registrant Profile 
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At any time, you can click 
Cancel to stop the 

registration process.   
All previously entered 

data is discarded. 
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Step 3: Registrant Profile 
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1. Click set contact email 

Preferences 
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2. Enter the contact 
email address 

Step 3: Registrant Profile 
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5. Click OK 

3. Enter the contact 
phone number 

Note: Preferred Language 
applies to the Portal 
enrolment only 

4. Change the 
preferred language 
(optional) 

Preferences 

Asterisk (*) denotes required field. 
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Step 3: Registrant Profile 
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Challenge Questions 
1. On the Challenge 

Questions tab,  
click Add  
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Step 3: Registrant Profile 
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2. Select two (2) Service 
Desk Challenge Questions 
and enter the answers 

3. Click OK 

Each question can only 
be selected once.  

The values entered for 
each answer must differ 

from the other. 

Challenge Questions 
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Step 3: Registrant Profile 
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The answers to the 
Challenge Questions are 

masked to keep them 
confidential. 
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Step 3: Registrant Profile 
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The requirements for 
Assurance Level 1 
have now been met. 
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Step 3: Registrant Profile 
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Primary Identity Document 

1. On the Documents tab, 
click Add Primary 
Document 
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Step 3: Registrant Profile 
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2. Select the type of 
document 

3. Enter the document 
number 

4. Enter the expiry date 
(if applicable) 

5. Click OK 

Asterisk (*) denotes required field. 

Primary Identity Document 
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Step 3: Registrant Profile 
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1. To enter a secondary 
verification, click  
Add Document  

Secondary Verification 
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A) Supplemental Validation 

2. Select Supplementary 
Identity Verification  
as the document type 

3. Select the contextual 
evidence used to 
support applicant’s 
identity 

Note: Document number, 
expiry date & Photo ID 
appear greyed out 

4. Click OK 
Asterisk (*) denotes required field. 

Step 3: Registrant Profile 
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B) Professional Designation 

2. Select  
Current Registration 
Document from the 
College of a Health 
Profession 

3. Click OK 

Asterisk (*) denotes required field. 

Step 3: Registrant Profile 
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Asterisk (*) denotes required field. 

C) Identity Document           
Validation 

2. Select a second 
identity document  
(Primary or Secondary) 

3. Click the checkbox for 
Photo ID (if applicable) 

4.   Click OK 

Step 3: Registrant Profile 
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Registering Organizations 
have an additional identity 
validation option: 

1. On the Documents tab, 
click Add Employee 
Identifier 

Employee Identifier 

Step 3: Registering Organization Option 
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2. Enter the  
Identification Number 
(e.g. Health Service 
Provider ID or 
Professional License 
Number) 
Note: Document Type is 
preset to “Employee 
Identifier” & Organization 
is displayed 

Step 3: Registering Organization Option 

3. Click OK Asterisk (*) denotes required field. 

Employee Identifier 
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4. The Documents tab 
displays the 
Document Type as 
“Employee Identifier” 

Step 3: Registering Organization Option 

The identifier number is 
sufficient to grant 

Assurance Level 2.   
There is no need to 
review additional 

documents. 

Employee Identifier 
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Step 3: Registrant Profile 
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The requirements for 
Assurance Level 2 have 
now been met. However, 
Professional Designation 

details must be entered to 
complete the record. 
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1. On the Professional 
Designation tab, click 
Add  

 

Step 3: Registrant Profile 

Professional Designation 
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2. Select the  
Regulatory College  

Note: If the registrant is 
not a licensed healthcare 
professional, select  
Not Applicable  

3. Enter the  
Registration Number 
(if applicable) 

 

Asterisk (*) denotes required field. 

4. Click OK 

Professional Designations match 
against the Provider Registry.  

An error may be received if the 
number entered does not 

correspond with the  
registrant’s name. 

Step 3: Registrant Profile 

Professional Designation 
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The eHealthOntario 
Portal enrolment is 
added by default. 

Step 3: Registrant Profile 



55 
55 

1. To add an enrolment, 
click the Enrolments 
tab, then click  
Add Enrolments or 
Roles  

Step 3: Registrant Profile 

Enrolments 
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2. Click the checkbox 
beside the desired 
service(s) 

3.   Click Next 

Note:  A greyed out checkbox indicates enrolment(s) available to the organization, but not 
available for the LRA to enroll. If a user requires access to such service(s), submit a 
request to Registration Agents after completing the user’s registration. 

Step 3: Registrant Profile 

Enrolments 

mailto:registration.agents@ehealthontario.on.ca
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1. Enter the attribute as 
required  
(e.g. Token code, role) 
 

2. Click Finish 

57 

Asterisk (*) denotes required field. 

The enrolment 
attribute screen will 

appear if an attribute 
is required. 

Step 3: Registrant Profile 

Enrolment Attributes 
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1. Click Save 

Step 3: Registrant Profile 

To save the record: 
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The registrant’s  
Login ID and 

temporary password 
are displayed. 

Provide the Login ID and 
temporary password to 

the registrant.  
These credentials are 

required for  
Self-Completion. 

Step 3: Registrant Profile 
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Click “+” beside an 
enrolment to display 

its attributes  
(e.g. status, sponsoring 

organization) 

Step 3: Registrant Profile 
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ONE ® Mail Direct 
Enrolments 

http://www.google.ca/url?sa=i&rct=j&q=&esrc=s&frm=1&source=images&cd=&cad=rja&uact=8&ved=0CAcQjRw&url=http://ehealthcareers.ca/wp/exhibitors/&ei=5fFWVOigL4acygS3PQ&bvm=bv.78677474,d.aWw&psig=AFQjCNEmwG-c1ijSfnjkr-OYbSlelK3S8Q&ust=1415070489884334
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Step 3: Add ONE ® Mail Direct Enrolment 

62 62 

1. Under the Enrolments 
tab, click Add 
Enrolments or Roles 

Add ONE ® Mail Direct 
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Step 3: Add ONE ® Mail Direct Enrolment 
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2. Select the checkbox 
beside “One Mail 
Direct” 

3. Click Next 

Add ONE ® Mail Direct 
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Step 3: Add ONE ® Mail Direct Enrolment 
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Leave this field blank 

Leave this field blank 

The default email address is: 
firstname.lastname@one-mail.on.ca  
• For example, the email prefix is  

pre-populated to rita.sinclair 
 
If your organization is set up with a  
Vanity Domain (@yourorg.ca), you 
may request to change the email 
prefix to your organization’s format. The Pharmacy Name & Pharmacy 

Address fields are only modified 
by eHealth Ontario for Ministry 

Pharmacy accounts.  
LRAs should leave these fields blank. 

4. Click Finish 

Add ONE ® Mail Direct 
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Enrolment Attributes 

Step 3: Add ONE ® Mail Direct Enrolment 

1. Click the Enrolments tab 
2. Click ONE ® Mail Direct 

3. Click the Sponsoring 
Organization name to 
view ONE ® Mail Direct 
attributes 
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The Prefix Duplicate Error 
occurs when the email 
prefix requested is 
already taken 

 
Note: ONE ® ID will add a 
numerical value after the 
prefix to make it unique 
(e.g. firstname.lastname1) 

Prefix Duplicate Error 

Prefix Changed to Rita.Sinclair1 duplicate existed 

Step 3: Add ONE ® Mail Direct Enrolment 
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Step 3: Add ONE ® Mail Direct Enrolment 
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Confirmation Emails 

1. Confirmation email is 
sent to the user’s email 
address saved in the 
ONE ® ID preferences 

2. Confirmation email is 
also sent to the new 
ONE ® Mail Direct 
email address 
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A generic account is an email address that has a non-specific prefix 
format, such as info@, admin@, or support@.  

In order to receive a generic email account:  

• The account owner must be registered in ONE ® ID and enrolled 
into ONE ® Mail 

• The email can only be attributed to one (1) person as the custodian 
of the account 

Generic accounts are not currently available via the LRA Online System. 

To request a generic account, please refer to the: 
ONE ® ID Local Registration Authority Procedures Manual 

68 

Requesting a Generic ONE ® Mail Direct Account 

https://www.ehealthontario.on.ca/images/uploads/support/one-id/one_id_lra_procedures_manual.pdf
https://www.ehealthontario.on.ca/images/uploads/support/one-id/one_id_lra_procedures_manual.pdf
https://www.ehealthontario.on.ca/images/uploads/support/one-id/one_id_lra_procedures_manual.pdf
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1 2 3 

Overview: Registrant Modification 

1. 
Verification & 
Sponsorship 

 
Select the date 
verification was 

performed 

2. 
Identify Individual 

 
 

Search for the 
registrant whose 
account will be 

modified. 
 

3. 
Registrant Profile 

 
 
Modify: 
 Preferences 
 Service Desk 

Challenge Questions 
 Identity 

Document(s) 
 Professional 

Designation(s) 
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Modify an Individual 

71 

To begin: 

1. On the Home screen, 
click New Request and 
Individual 
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Step 1: Verification & Sponsorship 
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Verification/Sponsorship 

3. Select the organization 
that is sponsoring the 
individual’s enrolment 

4. Ensure the service is 
available 

5. Click Next 

2. Check the  
Authorization box 
Note: Check the box only if a 
service or role must be 
added, modified, suspended, 
reinstated or revoked 

1. Capture date verified 
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Step 2: Identify Individual 
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There are three ways to 
search an existing user: 

A)   Login ID 

B)   Professional  
      Designation 

C)   Identity Information 

Identify the Individual 

A 

B 
C 
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Step 2: Identify Individual 
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To search an existing  
ONE ® ID user by their 
Login ID: 

1. Enter Login ID 

2. Click Search 

Asterisk (*) denotes required field. 

A) Search by Login ID 
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Step 2: Identify Individual 
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To search an existing  
ONE ® ID user by their 
Professional Designation: 

1. A) Select  
Regulatory College 
  

      B) Enter    
      Registration Number 

2.   Click Search 

Asterisk (*) denotes required field. 

B) Search by Professional 
Designation 

Note: A licensed professional may exist in ONE ID without their professional designation 
information captured in the system. If the Professional Designation search does not return a 
result for the user,  proceed to the identity information search. 
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Step 2: Identify Individual 
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To search an existing  
ONE ® ID user within your 
organization by their 
identity information: 

1. Enter the individual’s: 
 First & Last Name 

Note: Legal First and Last 
Name will self-populate 

 Gender 
 Date of Birth 

2. Click Search 

Mrs. 

Asterisk (*) denotes required field. 

C) Search by Identity 
Information 
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Step 2: Identify Individual 

77 

Asterisk (*) denotes required field. 

C) Search by Identity 
Information 

Mrs. 

If a potential match 
exists, a warning 

message will appear 

Before proceeding, verify 
that the information 
entered is correct. 
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Step 2: Identify Individual 
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If the information entered is 
correct: 

3. Click the  
Double Checked box  

4. Click New Registrant  
to create a new user 

C) Search by Identity 
Information 

Mrs. 

Asterisk (*) denotes required field. 
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Step 2: Identify Individual 
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If the information entered is 
incorrect:  

3. Correct the field(s) 

4. Click Search 

C) Search Identity 
Information 

Mrs. 

Asterisk (*) denotes required field. 
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Step 2: Identify Individual 

80 

5. Select user 

6. Click Modify 
Registration 

C) Search Identity 
Information 

If the identity 
information entered 

matches a ONE ID user 
in your organization, 
the result will appear 

Mrs. 
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Step 3: Registrant Profile 
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The following registrant 
details can be modified: 

• Contact information 

• Preferred language 

• Enrolments 

• Challenge Questions 

• Identity Documents 

• Professional Designation 

Registrant Profile 

Refer to the ONE ® ID Local Registration Authority User Guide for full details. 

https://www.ehealthontario.on.ca/images/uploads/support/one-id/one_id_local_registration_authority_user_guide.pdf
https://www.ehealthontario.on.ca/images/uploads/support/one-id/one_id_local_registration_authority_user_guide.pdf
https://www.ehealthontario.on.ca/images/uploads/support/one-id/one_id_local_registration_authority_user_guide.pdf
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Step 3: Modify Enrolments 
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3. For enrolments that 
cannot be managed 
online (i.e. ONE ® Mail Direct), 
submit a request to 
eHealth Ontario 

1. Click Manage 
Enrolments and Roles 

Refer to the ONE ® ID Local Registration Authority User Guide for full details. 

2. Modify an enrolment or 
role as requested 

Enrolment Management 

https://www.ehealthontario.on.ca/images/uploads/support/one-id/one_id_local_registration_authority_user_guide.pdf
https://www.ehealthontario.on.ca/images/uploads/support/one-id/one_id_local_registration_authority_user_guide.pdf
https://www.ehealthontario.on.ca/images/uploads/support/one-id/one_id_local_registration_authority_user_guide.pdf


83 
83 



84 

Self-Management 

84 

To begin: 

1. On the Home screen, 
click My Profile 
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Self-Management 
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My Profile 

1. Change your preferences 

2. Change your password 

3. Change your Challenge 
Questions 

4. View your Level of 
Assurance 
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Self-Management 
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My Profile 

1. Legal Name 

2. Enrolments 

3. Identity Documents 

4. Professional Designation 

To modify the following, you 
must meet with another LRA 
to validate and update your 
information into the ONE ® ID 
system: 
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Get Support 

1. Registration Community Site 

• The Registration Community (www.ehealthontario.on.ca/one-id-
lra) is a site exclusive to all Local Registration Authorities.  

• It provides a central location for all registration-related 
documents (e.g. procedures manual, FAQs, registrant reference 
guide).  

2. Require Assistance 

• Call eHealth Ontario at 1-866-250-1554  

 Option 1 for Technical Support 

 Option 2 for Registration Support 
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Next Steps & Questions 

Next Steps  

Review: 

• Registration Community Site 

• ONE ® ID Local Registration Authority  
Procedures Manual  

• ONE ® ID Local Registration Authority  
User Guide 

 

Questions? 
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